
 

We are committed to protecting the privacy and safeguarding the personal information of our

clients.
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We have governance, frameworks and monitoring in place to ensure we have resilient

technology systems and secure data, including:

Technology and Cyber Committee, a sub-Committee of the Board, providing oversight of

technology and cyber risk. D

ata Management Framework covering how data are managed across Perpetual Group.

Internal reporting to management and the Board on the effectiveness of our security

controls.

Enhanced oversight and monitoring of select critical third-party service providers on cyber

security.

Additional data logged and analysed on the use of IT systems and applications to improve

incident detection and forensics capabilities.

Training and tools to educate employees on cyber security risks, email phishing and data

privacy.

Data breach and cyber-incident response plans and regular crisis management response

simulation exercises to effectively manage any security incidents. 

More information is available in our Privacy Policy. 
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